


7/20/23, 2:52 PM Vol. 8 No. 1 (2023) | Jurnal Online Informatika

https://join.if.uinsgd.ac.id/index.php/join/issue/view/17 1/6

 PDF

 PDF

HOME  ARCHIVES  Vol. 8 No. 1 (2023)

Vol. 8 No. 1 (2023)

DOI: https://doi.org/10.15575/join.v8i1

PUBLISHED: 2023-06-28

Regression Analysis for Crop Production Using CLARANS Algorithm

DOI : 10.15575/join.v8i1.1031  Abstract View : 100  PDF downloads: 96

Scalability Testing of Land Forest Fire Patrol Information Systems

DOI : 10.15575/join.v8i1.977  Abstract View : 55  PDF downloads: 54

/ /

ARTICLE

 Arie Vatresia, Ruvita Faurina, Yanti Simanjuntak
 1-10



 Ahmad Khusaeri, Imas Sukaesih Sitanggang, Hendra Rahmawan
 11-18



https://join.if.uinsgd.ac.id/index.php/join/index
https://join.if.uinsgd.ac.id/index.php/join/article/view/1031/266
https://join.if.uinsgd.ac.id/index.php/join/article/view/977/267
https://join.if.uinsgd.ac.id/index.php/join/index
https://join.if.uinsgd.ac.id/index.php/join/issue/archive
https://join.if.uinsgd.ac.id/index.php/join/issue/view/17
https://doi.org/10.15575/join.v8i1
https://join.if.uinsgd.ac.id/index.php/join/article/view/1031
https://doi.org/10.15575/join.v8i1.1031
https://join.if.uinsgd.ac.id/index.php/join/article/view/977
https://doi.org/10.15575/join.v8i1.977


7/20/23, 2:52 PM Vol. 8 No. 1 (2023) | Jurnal Online Informatika

https://join.if.uinsgd.ac.id/index.php/join/issue/view/17 2/6

 PDF

 PDF

 PDF

 PDF

 PDF

 PDF

Social Network Analysis: Identification of Communication and Information Dissemination (Case Study
of Holywings)

DOI : 10.15575/join.v8i1.911  Abstract View : 49  PDF downloads: 48

Run Length Encoding Compresion on Virtual Tour Campus to Enhance Load Access Performance

DOI : 10.15575/join.v8i1.1000  Abstract View : 68  PDF downloads: 22

The Implementation of Restricted Boltzmann Machine in Choosing a Specialization for Informatics
Students

DOI : 10.15575/join.v8i1.917  Abstract View : 32  PDF downloads: 40

Implementation of Generative Adversarial Network to Generate Fake Face Image

DOI : 10.15575/join.v8i1.790  Abstract View : 50  PDF downloads: 32

Catbreedsnet: An Android Application for Cat Breed Classification Using Convolutional Neural
Networks

DOI : 10.15575/join.v8i1.1007  Abstract View : 67  PDF downloads: 41

Malware Image Classification Using Deep Learning InceptionResNet-V2 and VGG-16 Method

DOI : 10.15575/join.v8i1.1051  Abstract View : 72  PDF downloads: 63

 Umar Aditiawarman, Mega Lumbia, Teddy Mantoro, Adamu Abubakar Ibrahim
 19-26



 Ade Bastian, Ardi Mardiana, Mega Berliani, Mochammad Bagasnanda Firmansyah
 27-35



 Vinna Rahmayanti Setyaning Nastiti, Zamah Sari, Bella Chintia Eka Merita
 36-43



 Jasman Pardede, Anisa Putri Setyaningrum
 44-51



 Anugrah Tri Ramadhan, Abas Setiawan
 52-60



 Didih Rizki Chandranegara, Jafar Shodiq Djawas, Faiq Azmi Nurfaizi, Zamah Sari
 61-71



https://join.if.uinsgd.ac.id/index.php/join/article/view/911/268
https://join.if.uinsgd.ac.id/index.php/join/article/view/1000/269
https://join.if.uinsgd.ac.id/index.php/join/article/view/917/270
https://join.if.uinsgd.ac.id/index.php/join/article/view/790/271
https://join.if.uinsgd.ac.id/index.php/join/article/view/1007/272
https://join.if.uinsgd.ac.id/index.php/join/article/view/1051/273
https://join.if.uinsgd.ac.id/index.php/join/article/view/911
https://doi.org/10.15575/join.v8i1.911
https://join.if.uinsgd.ac.id/index.php/join/article/view/1000
https://doi.org/10.15575/join.v8i1.1000
https://join.if.uinsgd.ac.id/index.php/join/article/view/917
https://doi.org/10.15575/join.v8i1.917
https://join.if.uinsgd.ac.id/index.php/join/article/view/790
https://doi.org/10.15575/join.v8i1.790
https://join.if.uinsgd.ac.id/index.php/join/article/view/1007
https://doi.org/10.15575/join.v8i1.1007
https://join.if.uinsgd.ac.id/index.php/join/article/view/1051
https://doi.org/10.15575/join.v8i1.1051


7/20/23, 2:52 PM Vol. 8 No. 1 (2023) | Jurnal Online Informatika

https://join.if.uinsgd.ac.id/index.php/join/issue/view/17 3/6

 PDF

 PDF

 PDF

 PDF

 PDF

 PDF

Comparative Analysis of Machine Learning-based Forest Fire Characteristics in Sumatra and Borneo

DOI : 10.15575/join.v8i1.1035  Abstract View : 46  PDF downloads: 28

Implementation of Ant Colony Optimization – Artificial Neural Network in Predicting the Activity of
Indenopyrazole Derivative as Anti-Cancer Agent

DOI : 10.15575/join.v8i1.1055  Abstract View : 54  PDF downloads: 37

Data Mining for Heart Disease Prediction Based on Echocardiogram and Electrocardiogram Data

DOI : 10.15575/join.v8i1.1027  Abstract View : 40  PDF downloads: 33

Classification of Stunting in Children Using the C4.5 Algorithm

DOI : 10.15575/join.v8i1.1062  Abstract View : 56  PDF downloads: 56

Multi-Step Vector Output Prediction of Time Series Using EMA LSTM

DOI : 10.15575/join.v8i1.1037  Abstract View : 60  PDF downloads: 29

Texture Analysis of Citrus Leaf Images Using BEMD for Huanglongbing Disease Diagnosis

DOI : 10.15575/join.v8i1.1075  Abstract View : 75  PDF downloads: 44

Digital Image Processing Using YCbCr Colour Space and Neuro Fuzzy to Identify Pornography

 Ayu Shabrina, Intan Nuni Wahyuni, Arnida L Latifah
 72-80



 Isman Kurniawan, Nabilla Kamil, Annisa Aditsania, Erwin Budi Setiawan
 81-90



 Tb Ai Munandar
 91-98



 Muhajir Yunus, Muhammad Kunta Biddinika, Abdul Fadlil
 99-106



 Mohammad Diqi; Ahmad Sahal, Farida Nur Aini
 107-114



 Sumanto, Agus Buono, Karlisa Priandana, Bib Paruhum Silalahi, Elisabeth Sri Hendrastuti
 115-121



 Beki Subaeki, Yana Aditia Gerhana, Meta Barokatul Karomah Rusyana, Khaerul Manaf

https://join.if.uinsgd.ac.id/index.php/join/article/view/1035/274
https://join.if.uinsgd.ac.id/index.php/join/article/view/1055/275
https://join.if.uinsgd.ac.id/index.php/join/article/view/1027/276
https://join.if.uinsgd.ac.id/index.php/join/article/view/1062/277
https://join.if.uinsgd.ac.id/index.php/join/article/view/1037/278
https://join.if.uinsgd.ac.id/index.php/join/article/view/1075/280
https://join.if.uinsgd.ac.id/index.php/join/article/view/1035
https://doi.org/10.15575/join.v8i1.1035
https://join.if.uinsgd.ac.id/index.php/join/article/view/1055
https://doi.org/10.15575/join.v8i1.1055
https://join.if.uinsgd.ac.id/index.php/join/article/view/1027
https://doi.org/10.15575/join.v8i1.1027
https://join.if.uinsgd.ac.id/index.php/join/article/view/1062
https://doi.org/10.15575/join.v8i1.1062
https://join.if.uinsgd.ac.id/index.php/join/article/view/1037
https://doi.org/10.15575/join.v8i1.1037
https://join.if.uinsgd.ac.id/index.php/join/article/view/1075
https://doi.org/10.15575/join.v8i1.1075
https://join.if.uinsgd.ac.id/index.php/join/article/view/1070


7/20/23, 2:52 PM Vol. 8 No. 1 (2023) | Jurnal Online Informatika

https://join.if.uinsgd.ac.id/index.php/join/issue/view/17 4/6

 PDF
DOI : 10.15575/join.v8i1.1070  Abstract View : 48  PDF downloads: 23

MAKE A SUBMISSION

ACCREDITED

EDITORIAL TEAM

REVIEWER

PEER REVIEW PROCESS

FOCUS AND SCOPE

AUTHOR GUIDELINES

AUTHOR FEES

 122-130



https://join.if.uinsgd.ac.id/index.php/join/article/view/1070/281
https://doi.org/10.15575/join.v8i1.1070
https://join.if.uinsgd.ac.id/index.php/join/about/submissions
https://drive.google.com/file/d/1GDb3AcKDCf8THKRE5nw3nALIEPCPWr_g/view?usp=sharing
https://join.if.uinsgd.ac.id/index.php/join/about/editorialTeam
https://join.if.uinsgd.ac.id/index.php/join/reviewers
https://join.if.uinsgd.ac.id/index.php/join/peer-review-process
https://join.if.uinsgd.ac.id/index.php/join/focusandscope
https://join.if.uinsgd.ac.id/index.php/join/authorguidelines
https://join.if.uinsgd.ac.id/index.php/join/fees


7/20/23, 2:52 PM Vol. 8 No. 1 (2023) | Jurnal Online Informatika

https://join.if.uinsgd.ac.id/index.php/join/issue/view/17 5/6

ARTICLE WITHDRAWAL

PUBLICATION ETHICS

COPYRIGHT NOTICE

PLAGIARISM CHECK

REFERENCES MANAGEMENT

JOURNAL HISTORY

 

TOOLS

MANUSCRIPT TEMPLATE

JOIN STATS

JOIN has been indexed by :

https://join.if.uinsgd.ac.id/index.php/join/withdrawal
https://join.if.uinsgd.ac.id/index.php/join/ethics
https://join.if.uinsgd.ac.id/index.php/join/licenses
https://join.if.uinsgd.ac.id/index.php/join/plagiarism
https://join.if.uinsgd.ac.id/index.php/join/references
https://join.if.uinsgd.ac.id/index.php/join/history
https://www.turnitin.com/
https://www.grammarly.com/
https://www.mendeley.com/?interaction_required=true
https://docs.google.com/uc?id=1QCQbdujkUeWnK-lpz7LsgUSruP-pZ04X
http://statcounter.com/p12867115/summary/?guest=1
https://join.if.uinsgd.ac.id/index.php/join/about/aboutThisPublishingSystem


7/20/23, 2:52 PM Vol. 8 No. 1 (2023) | Jurnal Online Informatika

https://join.if.uinsgd.ac.id/index.php/join/issue/view/17 6/6

  

  

  

  

 Jurnal Online Informatika, p-ISSN: 2528-1682 | e-ISSN:  2527-9165

 

This work is licensed under a Creative Commons Attribution-NoDerivs 2.0 Generic
License.

http://sinta.kemdikbud.go.id/journals/detail?id=1306
https://scholar.google.co.id/citations?user=fzamGS0AAAAJ&hl=en
http://journalseeker.researchbib.com/view/issn/2528-1682
https://moraref.kemenag.go.id/archives/journal/25562046913315814
https://www.base-search.net/Search/Results?q=dccoll%3Aftjoin&refid=dclink
http://www.sindexs.org/JournalList.aspx?ID=3353
https://onesearch.id/Search/Results?type=AllFields&widget=1&repository_id=4290
https://search.crossref.org/?q=2527-9165&from_ui=yes
http://garuda.kemdikbud.go.id/journal/view/9784
http://isjd.pdii.lipi.go.id/index.php/Jurnal/get_jurnal_single/103834
https://doaj.org/toc/2527-9165
https://app.dimensions.ai/discover/publication?and_facet_source_title=jour.1299963
http://issn.pdii.lipi.go.id/issn.cgi?daftar&1466480524&1&&
http://issn.pdii.lipi.go.id/issn.cgi?daftar&1464049910&1&&
http://creativecommons.org/licenses/by-nd/2.0/
http://creativecommons.org/licenses/by-nd/2.0/


7/20/23, 2:52 PM Editorial Team | Jurnal Online Informatika

https://join.if.uinsgd.ac.id/index.php/join/about/editorialTeam 1/4

HOME  Editorial Team

Editorial Team

Editor in Chief

Cepy Slamet, (Scopus ID : 57191840769, H-Index: 8), UIN Sunan Gunung Djati Bandung, Indonesia

 

Editorial Board

Ichsan Budiman, (Scopus ID : 57468355100), Department of Informatics, UIN Sunan Gunung Djati
Bandung, Indonesia

Ali Rahman, (Scopus ID : 57192662247, H-Index: 4), UIN Sunan Gunung Djati Bandung, Indonesia

Diena Rauda Ramdania, (Scopus ID : 57212210161, H-Index: 1), UIN Sunan Gunung Djati Bandung,
Indonesia

Wildan Budiawan Zulfikar, (Scopus ID : 57191837159, H-Index: 7), UIN Sunan Gunung Djati Bandung,
Indonesia

Nur Lukman, (Scopus ID : 57191840924, H-Index: 1), UIN Sunan Gunung Djati Bandung, Indonesia

Agung Wahana, (Scopus ID : 57191835974, H-Index: 2), UIN Sunan Gunung Djati Bandung, Indonesia

Ichsan Taufik, (Scopus ID : 57191852091, H-Index: 3), UIN Sunan Gunung Djati Bandung, Indonesia

Rio Guntur Utomo, (Scopus ID : 56524631900, H-Index: 2), University of Southampton, United Kingdom

Rian Andrian, (Scopus ID: 57191612317, H-Index: 3), Universitas Pendidikan Indonesia, Indonesia

Taufik Ridwan, (Scopus ID: 57208041335, H-Index: 2), Universitas Pendidikan Indonesia, Indonesia

Popon Dauni, (Scopus ID : 57212214494), Universitas Kebangsaan, Indonesia

Anton Abdulbasah Kamil, (Scopus ID: 24481107300, H-Index: 2), Nisantasi University, Turkey

Mohamed Osman Suliman Omara, (Scopus ID: 55953537200, H-Index: 1), International College of
Semiconductor Technology National Yang Ming Chiao Tung University, Taiwan

Chan Voeun, (Scopus ID: 55953537200, H-Index: 1), National Polytechnic Institue of Cambodia, Cambodia

/

https://join.if.uinsgd.ac.id/index.php/join/index
https://join.if.uinsgd.ac.id/index.php/join/index


7/20/23, 2:52 PM Editorial Team | Jurnal Online Informatika

https://join.if.uinsgd.ac.id/index.php/join/about/editorialTeam 2/4

Assistant to the Editors

Rifqi Syamsul Fuadi, (Scopus ID : 57205029178, H-Index: 1), UIN Sunan Gunung Djati Bandung, Indonesia

Muhammad Indra Nurardy Saputra, (Scopus ID : 57207823872, H-Index: 2), UIN Sunan Gunung Djati
Bandung, Indonesia

English Language Advisor

Nopianti Sa'adah, Sekolah Tinggi Agama Islam Al-Jawami, Indonesia

Fakry Hamdani, (Scopus ID : 57202219636, H-Index: 1), Macquarie University, Australia

MAKE A SUBMISSION

ACCREDITED

EDITORIAL TEAM

REVIEWER

https://join.if.uinsgd.ac.id/index.php/join/about/submissions
https://drive.google.com/file/d/1GDb3AcKDCf8THKRE5nw3nALIEPCPWr_g/view?usp=sharing
https://join.if.uinsgd.ac.id/index.php/join/about/editorialTeam
https://join.if.uinsgd.ac.id/index.php/join/reviewers


7/20/23, 2:54 PM SINTA - Science and Technology Index

https://sinta.kemdikbud.go.id/journals/profile/1306 1/2

JOIN (JURNAL ONLINE INFORMATIKA)

 UNIVERSITAS ISLAM NEGERI SUNAN GUNUNG DJATI BANDUNG
 P-ISSN : 25281682  E-ISSN : 25279165   Subject Area : Science

  Google Scholar   Garuda  Website  Editor URL

History Accreditation

2017 2018 2019 2020 2021 2022 2023

             





5.33333
Impact Factor

 2708
Google Citations

 Sinta 2
Current
Acreditation



 

Garuda Google Scholar

Evaluation of Information Technology Governance Using COBIT 5 and ISO/IEC 38500
Department of Informatics, UIN Sunan Gunung Djati Bandung JOIN (Jurnal Online
Informatika) Vol 7, No 1 (2022) 17-27

 2022  DOI: 10.15575/join.v7i1.814  Accred : Sinta 2

Sentiment Analysis from Indonesian Twitter Data Using Support Vector Machine And
Query Expansion Ranking
Department of Informatics, UIN Sunan Gunung Djati Bandung JOIN (Jurnal Online
Informatika) Vol 7, No 1 (2022) 116-122

 2022  DOI: 10.15575/join.v7i1.669  Accred : Sinta 2

Pattern Analysis of Drug Procurement System With FP-Growth Algorithm
Department of Informatics, UIN Sunan Gunung Djati Bandung JOIN (Jurnal Online
Informatika) Vol 7, No 1 (2022) 70-79
 2022  DOI: 10.15575/join.v7i1.841  Accred : Sinta 2

E-Commerce For Village Information System Using Agile Methodology
Department of Informatics, UIN Sunan Gunung Djati Bandung JOIN (Jurnal Online
Informatika) Vol 7, No 1 (2022) 89-96

 2022  DOI: 10.15575/join.v7i1.825  Accred : Sinta 2

Analysis of the Combination of NaÃ¯ve Bayes and MHR (Mean of Hornerâ��s Rule)
for Classification of Keystroke Dynamic Authentication
Department of Informatics, UIN Sunan Gunung Djati Bandung JOIN (Jurnal Online
Informatika) Vol 7, No 1 (2022) 62-69
 2022  DOI: 10.15575/join.v7i1.839  Accred : Sinta 2











Get More with
SINTA Insight Go to Insight

Citation Per Year By Google Scholar

Journal By Google Scholar

All Since 2018

Citation 2708 2648

h-index 24 24

i10-index 58 58

https://scholar.google.co.id/citations?user=fzamGS0AAAAJ&hl=en
https://garuda.kemdikbud.go.id/journal/view/9784
http://join.if.uinsgd.ac.id/index.php/join
http://join.if.uinsgd.ac.id/index.php/join/about/editorialTeam
https://sinta.kemdikbud.go.id/journals/profile/1306
https://sinta.kemdikbud.go.id/journals/google/1306
http://join.if.uinsgd.ac.id/index.php/join/article/view/814/217
http://join.if.uinsgd.ac.id/index.php/join/article/view/669/228
http://join.if.uinsgd.ac.id/index.php/join/article/view/841/224
http://join.if.uinsgd.ac.id/index.php/join/article/view/825/226
http://join.if.uinsgd.ac.id/index.php/join/article/view/839/223
https://sinta.kemdikbud.go.id/insight


 

 JOIN (Jurnal Online Informatika) 
p-ISSN: 2528-1682, e-ISSN: 2527-9165 
Volume 8 Number 1 | June 2023: 44-51 
DOI: 10.15575/join.v8i1.790 

 

 

 

  
44 

 

Implementation of Generative Adversarial Network to 
Generate Fake Face Image 

 
Jasman Pardede1, Anisa Putri Setyaningrum2 

1,2Department of Informatics, Faculty of Industry, Institut Teknologi Nasional Bandung, Indonesia 
 
 

Article Info  ABSTRACT 

Article history: 

Received July 21, 2021 
Revised March 29, 2022 
Accepted May 10, 2023 
 

 
In recent years, many crimes use technology to generate someone's face 

which has a bad effect on that person. Generative adversarial network is a 

method to generate fake images using discriminators and generators. 

Conventional GAN involved binary cross entropy loss for discriminator 

training to classify original image from dataset and fake image that generated 

from generator. However, use of binary cross entropy loss cannot provided 

gradient information to generator in creating a good fake image. When 

generator creates a fake image, discriminator only gives a little feedback 

(gradient information) to generator update its model. It causes generator take 

a long time to update the model. To solve this problem, there is an LSGAN 

that used a loss function (least squared loss). Discriminator can provide a 

strong gradient signal to generator update the model even though image was 

far from decision boundary. In making fake images, researchers used Least 

Squares GAN (LSGAN) with discriminator-1 loss value is 0.0061, 

discriminator-2 loss value is 0.0036, and generator loss value is 0.575. With 

the small loss value of the three important components, discriminator 

accuracy value in terms of classification reaches 95% for original image and 

99% for fake image. In classified original image and fake image in this study 

using a supervised contrastive loss classification model with an accuracy 

value of 99.93%. 

Keywords: 

Fake Image 

LSGAN 

Original Image 

Supervised Contrastive Loss 
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1. INTRODUCTION 

 Recently, numerous violations utilize innovation to produce someone's confront, which incorporates a 

terrible impact on that individual. The system can manipulate face, but not a few of these novelties are used 

for positive things, such as making fake face to perform scenarios or actions that have a negative impact. The 

produce of a system that can detect fake or real faces using the GAN algorithm as a reference in producing 

fake images, it will be able to minimize the occurrence of deception or spreading false information on the 

visuals of someone whose face is generated [1]. Before build system that can classify image fake or not, we 

need to make fake images that can be use as input to the classification model, so the model can learn and create 

some pattern that will be used for prediction 

 GAN can build a fake image with a process where the generator will try to create a fake image as input 

to the discriminator. If the discriminator still recognizes a generated image as fake, it will be returned to the 

generator network. The generator must be trained to be able to create a set of fake images that the discriminator 

cannot see as fake. GAN in this study will be used to generate fake images then will be classified using 

supervised contrastive loss. 

https://issn.brin.go.id/terbit/detail/1466480524
https://issn.brin.go.id/terbit/detail/1464049910
https://doi.org/10.15575/join.v8i1.790
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There are several architectures of GAN to generate fake image. The previous researches on generated 

fake images are CartoonGAN used for creating fake images as cartoon image [2], StackGAN version 1 and 

StackGAN version 2 to generated realistic image synthesis [3], StarGAN for multidomain image-to-image 

translation [4], GAN-DeepFD for generate fake image in the wild with best accuracy score is 94,7% [5], 

CycleGAN [6], and Least Squared GAN (LSGAN) used for detecting fake image into the wild with accuracy 

score 98,1% [7]. In this research, LSGAN selected for generate fake face image because the decision boundary 

of LSGAN can decrease training time of generator to update its model. Even though implementation of LSGAN 

in previous research [5] and [7] could produce best accuracy score among other architectures of GAN. This 

research aims to generate fake face images using LSGAN and classify fake face images and original face 

images using supervised contrastive loss. The parameter that becomes the focus is the loss value of 

discriminator and generator. The smaller loss value will generate a better fake image in visual view. 

2. METHOD 

This research uses LSGAN architecture as a model to generate fake image with several stages of 
model process and supervised contrastive loss to classify whether input image is included in the original 
image or fake image. Main flowchart to describe work of overall system performance show in Figure 1. 

START

Dataset 

image

LSGAN

Real Image?

 Image is 

fake 

 Image is 

real 

FINISH

F

T

Classification 

model

Compress 

dataset to npz

Generate image

Fake image 

&

real image

 
Figure 1. Flowchart System 

 
2.1. Preparation 

In this research using CelebA [5] dataset with total 202.599 face images because there are so many possible 

patterns to be formed using this dataset because it consists of thousands different celebrity faces, this can 

produce a generator model with many possible generated image results, but we use 70.000 images as input for 

training model. The reason for using only 70000 images as training input is because the research tools can only 

train 70000 images from 202,595 images from the source dataset. Because the number of datasets is too large, 

it is necessary to decrease the size of them. System got coordinate of face in every image on dataset using 

MTCNN (Multi Convolutional Neural Network) [8]. Then, every pixel of image will be converted into numpy 

array and dataset saved as npz file. 
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2.2. LSGAN (Least Squared Generative Adversarial Network) 

 LSGAN consists of two parts, namely generator and discriminator. The basic concept of GAN explains 

that generator is a neural network that will be trained to produce best possible fake image, while discriminator 

functions to classify generator's fake image comes from real data or not. The generator must be able to fool 

discriminator by producing fake image that is very similar with original image. The discriminator must be 

making a decision of boundaries to separate the real image and fake image, the generator is responsible for 

making new images that look like real. Discriminator of LSGAN is implemented using MSE (Mean Squared 

Error) functions such as L2 Loss [9]. The formula of LSGAN is defined as follow: 

min
𝐷

𝑉𝐿𝑆𝐺𝐴𝑁(𝐷) =  
1

2
𝐸𝑥~𝑝𝑑𝑎𝑡𝑎(𝑥)[(𝐷(𝑥) − 𝑏)2] +   

1

2
𝐸𝑧~𝑝𝑑𝑎𝑡𝑎(𝑧)[(𝐷(𝐺(𝑧)) − 𝑎)2] 

where: a is fake label, b is real label, and c is value of G that wants to make D believe with fake data. 

 LSGAN built with neural network architecture consisting of several convolution blocks and other 
processes on generator and discriminator. LSGAN architecture can be seen in Figure 2: 
 

Generator (a)

Discriminator (b)  
Figure 2. (a) Generator architecture, (b) Discriminator architecture 

 
 Step by step of creating LSGAN model and get the loss value of the generator and discriminator for 
the generated image process can be seen in Figure 3. 
 

Real Data

Generator 

model

Generate 

latent point

Generate real 

samples

Generate fake 

samples

Discriminator 

model

Training 

LSGAN

D1 Loss Value

D2 Loss Value

G Loss Value

Model 

LSGAN

 
Figure 3. Block Diagram 

 
Explanation for the block diagram in Figure 3 is as follows: 

1) Load real data 
Create a dataset with scale corresponds range of [-1, 1] to match image output by generator 

model. 

2) Generate real samples 
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After defining the dataset, then taking samples from the dataset as real data. 

3) Generate latent points 
The next stage is creating a function that can be used as input to generator model which is 

generate random points in the latent space (latent point). 
4) Generator model 

Generator task is generating a fake image from a collection of datasets and random noise (latent 

point). Dimension of latent point is 1 x 100, so that neural network will focus on the up-

sampling stage until dimensions are same as expected output (80,80,3). 

5) Discriminator model 

Discriminator task is discriminate generated image from the original image in the dataset. 

Discriminators are trained with two data, there were original data and fake data generated by 

generator, using the principle of down sampling until flatten process [10]. Flatten process is to 

make a pixel image from several arrays into a 1-dimensional array for classification purposes 

[11]. In the development of this model, the final stage will use linear activation function and 

loss function using Mean Squared Error (MSE). 

6) Training LSGAN 

The weights of model are updated if result of image was real, allowing generator to be updated 

so that it can produce fake image similar as realistic data. The function used to define and 

compile the model to update generator via discriminator using MSE (Mean Squared Error). The 

final stage is training with a half batch of real and fake samples to make an update of one batch's 

worth of weights to the discriminator.  

7) Outputs in this system are discriminator-1 loss value, discriminator-2 loss value, generator loss 

value, and LSGAN Model (generator). 

2.3. Contrastive Loss 

Contrastive loss is a calculation based on matrix to calculate distance during training with distance-based 

predictions. The purpose of contrastive loss is to learn vector of input image that representation in the same 

class will be more similar than the image representation in different classes [12].  

𝑐𝑜𝑛𝑡𝑟𝑎𝑠𝑡𝑖𝑣𝑒 𝑙𝑜𝑠𝑠 = 𝑌𝑡𝑟𝑢𝑒 ∗ 𝐷2 + (1 − 𝑌𝑡𝑟𝑢𝑒) ∗ (𝑚𝑎𝑟𝑔𝑖𝑛 − 𝐷, 0)  

where Ytrue
 is decision and D is output from prediction distance using Euclidean distance 

3. RESULTS AND DISCUSSION 

3.1. Generate Fake Face Image 

Latent point used as input into generator to create a fake image. Sample value was number of samples 

randomly to be used as a pattern in generator to create a fake image for one iteration. This study used four 

variations of image sample values, there were 100, 200, 300, 400 of the 70.000 images used as datasets. As for 

the variation of latent point dimension value, there are three variations, there were 100, 200, 300, 400 which 

will be combined with the sample value so that there are four combinations which can be seen from the table 

below: 

Table 1. Combination of Latent Points and Samples 

No Latent Point Samples 
1 100 100 
2 200 200 
3 300 300 
4 400 400 

 
Every combination is tested with 20 iterations to see best performance based on loss value of each 

discriminator and generator. Loss of discriminator shows the ability of the discriminator to detect 
generated image. The smaller loss value of discriminator would give better performance of 
discriminator compared to the generator. The smaller loss value of generator showed generator's ability 
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to fool discriminator in ordering between real image or fake image. Based on testing process, latent point 
= 200 and samples = 200 was the best combination with loss score as shown in Tabel 2. 

Table 2. Latent Point = 200 and Samples = 200 

Epoch Diskriminator-1 
Loss 

Diskriminator-2 Loss Generator Loss 

1 0,098 0,033 1,055 
2 0,007 0,006 0,014 
3 0 0,005 0,013 
4 0 0,003 0,001 
5 0,001 0,003 0 
6 0,001 0,002 0,003 
7 0,001 0,004 0,009 
8 0,002 0,002 0,01 
9 0,002 0,003 0,008 

10 0,002 0,002 0,008 
11 0,002 0,003 0,006 
12 0,001 0,002 0,005 
13 0,001 0,001 0,004 
14 0,001 0,001 0,004 
15 0,001 0,001 0,001 
16 0 0 0 
17 0 0 0,001 
18 0,001 0 0,002 
19 0 0 0,003 
20 0,001 0,001 0,003 

 

 

Figure 4. Latent Point = 200 and Samples = 200 (chart) 

Based on testing latent point value = 200 and sample value = 200, loss value of discriminator and 
generator with an average of discriminator-1 loss : 0.0061 ; discriminator-2 loss : 0.0036 ; generator 
loss: 0.0575. The discriminator's ability to recognize fake images is still more better than original image. 
This is evidenced by the loss value discriminator-2 is smaller than the loss discriminator-1. Generator 
produces a slightly larger loss compared to discriminator, then the generator's ability to manipulate the 
discriminator when the classification is quite maximal because of the difference in the loss value 
discriminator-2 with a relatively small generator that is 0.054. The visualized discriminator and 
generator using a graph can be seen in Figure 4. 

To get maximum results in training process using 100 iterations with a real classification accuracy 
value equals to 95% and fake equals to 99%. In Table 3. shows result of generated image with latent 
point 200 and samples 200  

Table 3. Generated Image 

Latent Point Generated Image 

  
Latent Point Generated Image 
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Figure 5. User Interface for generate Fake Face Image 

 

Models trained three times, namely training for models with female-male faces dataset, models 
with female faces dataset, and models with male faces dataset. The results of three models are as Tabel 
4. shows: 

Table 4. Generated Image in three models 

Model Generated Image 

Female-Male Faces 
Dataset 

 

  

Female Faces Dataset 

 

Male Faces Dataset 

 
 

 

Every pattern or feature in pixels of image made model learn and create generated image suitable 
with input in training process. Model with female-male faces dataset generated two possible image, 
female or male faces. Model with female faces dataset generated image similar with face of female. 
Otherwise, model with male faces dataset generated image similar with face of male .  
 

3.2. Classification 

The results of model using supervised contrastive loss produced an accuracy score 99.93%. In testing 
step, this classification model uses 10 randomly selected images outside of the training data, five for fake 
images and five for real data. It is important to note that the results of these tests do not contribute to 
the training or previous testing processes of the model. These test results are solely used as an additional 
evaluation of the existing model and as a tool to assess the reliability and effectiveness of the developed 
GUI. In this context, the testing of these ten images serves as an additional step to ensure the overall 
performance and functionality of the model and the user interface that has been created. The results of 
the test are shown in Table 5. 

Table 5. Combination of Latent Points and Samples 

Image Expectation Observation 
Accuracy 

Prediction 

 
Fake Image Fake Image 0.9997 
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Fake Image Fake Image 0.9928 

 
Fake Image Fake Image 0.7502 

 
Fake Image Fake Image 0.9919 

 
Fake Image Fake Image 0.9999 

 
Real Image Real Image 1.0 

 
Real Image Real Image 1.0 

 
Real Image Real Image 1.0 

 
Real Image Real Image 1.0 

 
Real Image Real Image 1.0 

 
Based on testing process on ten samples, classification model had classified fake image and real 

image without wrong prediction. Highest accuracy prediction equals to 100% and smallest is 75,2 %. 
This testing process is to prove how good the results of the artificial image produced by the LSGAN model 
are. With the misclassification of the fake image, it can be proven that the image produced by the LSGAN 
model is difficult to distinguish from the original image, meaning that the fake image has close 
similarities to original image. The fake image generated by the LSGAN model can be said to be good 
because it can outwit the supervised contrastive loss model in classifying images. 
 
4. CONCLUSION 

Generate a fake image using LSGAN with a latent point value of 200 and a training sample value 
of 200 resulting in a loss of the first discriminator with an average of 0.0061; discriminator-2 loss: 
0.0036 and generator loss: 0.0575. The smaller the loss value will affect the accuracy of the discriminator 
in distinguishing the original image and the fake image. The relationship between them is inversely so 
that a small loss value will produce a large accuracy. After generate fake image is classification using a 
supervised contrastive loss model. This model can produce an accuracy value is 99.93%. The 
shortcoming of this research is that the system can only randomly generate fake faces and cannot 
identify which fake faces are the same as real faces, maybe this can be a future work so that system can 
generate fake faces and recognize these faces according to real image and can calculate fake percentage 
of the generating image. 
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